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Abstract of the contribution: This contribution proposes a solution that supports interworking between a non-public network and a public network. 
1 Discussion
One of the essential requirements for a type-a (non-public) network is support of interworking with public PLMN networks to support its subscribers to access public PLMN offered services, which differentiates a type-a network from a type-b network. While a type-a network remains restricted for use by authorized subscribers only, it is required to allow its authorized subscribers to access to a public PLMN via the type-a network. And, it is also required that, for the selected services, service continuity between a type-a network and a public PLMN should be supported.
In the TR 23.734, the Key issue #6: Accessing PLMN services via type-a networks and vice versa is described as:

 The open issues for this key issue are as follows:

-
Study System architecture aspects to support service continuity between Public PLMN and type-a network. How to enable the 5G system to provide:

-
access to Public PLMN offered services (e.g. voice services) while accessing type-a network;

-
service continuity for PLMN offered services (e.g. voice services) between a type-a and a Public PLMN;

-
access to selected type-a network offered services while accessing Public PLMN;
-
service continuity for type-a network offered services between a type-a network and a Public PLMN.

Note 1:
It is assumed that the UE requires the credential needed for Public PLMN in order to access and obtain Public PLMN offered services. Similarly, it is assumed that the UE requires the credential needed for type-a network in order to access and obtain type-a offered services.

This paper proposes a solution that defines interworking between a non-public network and a public PLMN to provide required service continuity and access control for the UE. In the solution, to support the service continuity between a non-public network and a public PLMN, it is assumed that there will be a level of agreement between a non-public network operator and a public PLMN operator for a selected set of services for a UE. To support a UE with single radio capability, the NG-RAN will be common to both the type-a network and a Public PLMN offered services and is provided by the network that the UE is primarily registered. To access services offered by the other operator network, the UE is required to perform the secondary registration, utilizing a roaming architecture. The public PLMN offered services are provided to the UE using the home-routed roaming when the UE is primarily registered with a type-a network via a NG-RAN managed by the type-a operator. And, vice versa. It is proposed in the solution, the UE includes the non-public network UE ID and the SUCI for the PLMN in the registration request message to facilitate the primary and the secondary registration when the access to both the type-a network offered services and the public PLMN offered services is needed.
2
Proposal
The following changes are proposed to be adopted in TR 23.734.
*** Start of the 1st Change***
6.x
Solution #x: Interworking between a non-public network and a public network 
6.x.1
Functional Description

This solution addresses the Key issue #6: Accessing PLMN services via type-a networks and vice versa. In the solution, to support the service continuity between a non-public network and a public PLMN, it is assumed that there is a level of roaming agreement between a non-public network operator and a public PLMN operator for a selected set of services for a UE. To support a UE with single radio capability, the NG-RAN is common to both the type-a network and a Public PLMN offered services, and is provided by the network that the UE is primarily registered. To access services offered by the other operator network, the UE performs the secondary registration utilizing a roaming architecture. The public PLMN offered services are provided to the UE using the home-routed roaming when the UE is primarily registered with a type-a network via a NG-RAN managed by the type-a operator. And, vice versa. 
The UE includes the non-public network UE ID and the SUCI for the PLMN in the registration request message to facilitate the primary and the secondary registration when the access to both the type-a network offered services and the public PLMN offered services is needed.
Editor's note:
Detailed information and parameters for mobility support between a type-a and a public PLMN network is FFS.
6.x.2
Procedures

6.x.2.1 Registration in type-a network to access to Public PLMN offered services
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Figure 6.x.1 Registration in type-a network to access to Public PLMN offered services
0. A UE detects a type-a non-public network and decides to register with the type-a network to access to both type-a network offered services and public network offered services.
1. Step1: The UE sends Registration Request message to AMF including both NPN UE ID and SUCI.
2. Step2 - Step7: 
The AMF requests authentication and authorization of the UE for NPN services to the N-AUSF.

The AMF registers the UE to the N-UDM and the N-PCF.

3. Step8 – Step12: 

The AMF requests authentication and authorization of the UE for PLMN services to the P-AUSF.

The AMF registers the UE to the P-UDM and the P-PCF.

4. Step 13: The AMF sends a Registration Accept message to the UE.
6.x.2.1 Registration in a public PLMN network to access to type-a network offered services
The procedure is the same as 6.x.2.1 Registration in a type-a network to access to Public PLMN offered services, by exchaning the non-public network NFs with the corresponding public PLMN network NFs.
6.x.3
Impact on existing entities and interfaces
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.
6.x.4
Conclusions
Editor's note:
This clause provides an evaluation of this solution.

*** End of the 1st Change ***
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